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Courses



Cyber Quarter — Midlands Centre for Cyber Security

will provide short training courses as part of a Continuous
Professional Development programme delivered by the
University of Wolverhampton.

Information Security Awareness

Cyber Security Essentials (3 days)

General Data Protection
Regulation (GDPR) (2 days)

Information Governance
& Compliance (3 days)

BCS Information Security
Management Principles (5 days)

Protect your Digital Identity (1 day)

Cyber Security for the Public Sector
(3 days)

Understanding Cyber Threats
& Countermeasures (2 days)

Principles of Information
Risk Assessment (2 days)

Cyber Security Fundamentals

Intrusion Detection & Monitoring:
Tools & Techniques (3 days)

Digital Forensics (3 days)

Incident Management & Response
(8 days)

Cyber Defence (3 days)

Internet of Things Security (1 day)

Ethical Hacking: Tools & Techniques
(4 days)

Cloud Security (2 days)

Enterprise Threat & Vulnerability
Assessment (2 days)

Technical Training

SIEM with Tactical Analytics (3 days)

Automating Information Security
with Python (3 days)

Wireless Penetration Testing
& Ethical Hacking (2 days)

Reverse-Engineering Malware (2 days)

ICS/SCADA Security Essentials (3 days)

Threat Hunting (2 Days)

Orchestration & Automation
of Security Operations (3 days)

Dark Web & Anonymity Networks (1 day)

Cyber Security Leadership
& Management

Cyber Security for the Board (3 days)

Information Security & Risk
Assurance Cases (3 days)

Information Security Management
Principles (5 days)

IT Risk & Resilience (3 days)

IT Risk Management for Effective
Performance & the Prevention of
Fraud, Error & Disaster (3 days)

Security Leadership Essentials (3 days)

Incident Response Team
Management (3 days)

Law of Data Security & Investigations
(2 days)
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